We improve existing method for the automatic verification of systems with parallel running processes. The technique is based on an effort to find an inductive invariant. We use a variant of counterexample-guided refinement (CEGAR). The effectiveness of the method depends on the size of the invariant. In this paper, we explore the possibility of improving the method by focusing on finding the smallest invariant.

In each iteration of CEGAR, the algorithm performs the forward search followed by the backward analysis trying to find configurations leading to the set of incorrect configurations. Subsequently, these configurations are included in the parameter. When the domain parameter contains a whole inductive invariant, the abstraction becomes precise enough so that the system can be verified.

Starting from the incorrect configurations (q4r4) we explore their predecessors (q4r3x0). They are obtained by applying the rules in a reverse way. First, each predecessor is abstracted (a set {q4, r3, x0}). We expressed it with a set of minimal configurations from the parameter. We obtain the relevant predecessors of the configuration that represent preconditions necessary to reach the set of the incorrect configurations.

A set of all predecessors and their subwords is created and one of the configurations is selected. It is added to the parameter of the abstract domain as a part of the inductive invariant. The forward run is performed. If the set of incorrect configurations is reached then the configurations from the parameter form the whole invariant since it excludes all counterexample paths.

Table 1 presents results for both algorithms. Column on the left shows the benchmark name while columns on the right show a size of invariant and the number of CEGAR iterations. The last column shows the percentage reduction in the size of the invariant.

The results demonstrate that our approach discovered the possibility of finding the smaller invariant than which was determined with the method GRB. However, the price for smaller invariant is a greater number of iterations required to find it since each iteration adds only one word to the parameter. The previous method adds many words at each iteration so that less iterations were necessary to performed; however, many of them are useless and not optimal.

We presented an approach which is built upon the existing method which runs a program in an abstract domain to find the invariant for verification. The domain is refined using CEGAR to obtain overapproximation which is precise enough so that the system can be verified.

While the existing method represented uses the technique BFS our method determines the invariant based on backtracking. We obtain configurations representing preconditions necessary for reaching the set of incorrect configurations. In each iteration, randomly one configuration is added to the parameter of the abstract domain.

Based on the method, the prototype in Python was implemented and tested on the set of Petri net benchmarks. The results show that our approach in some cases reduces the size of the invariant.

We proved that there is a possibility to find the smaller invariant than which was discovered using method GRB. The price for smaller invariant is an increase in the number of iterations required to find it. Since our implemented method is unable to find the invariant for all the benchmarks future research will focus on developing a method which would find always the smaller invariant and in the best case, find the smallest one.
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