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Introduction

e Over 90 % websites include
trackers [1]

e Privacy-conscious users use
content blockers

e Which one is the best? Which one
to choose?
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Deterministic evaluation allows for a
fair comparison
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Insights

e Tree-based request modeling helps
test side-effects of request
blocking

e Tools highly differ in number of
blocked requests

e Extensions behave differently in
Firefox and Chrome
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Avast Secure Browser 80,581

Brave 170,412
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Chrome Adblock Plus

Firefox Adblock Plus

Chrome Ghostery 168,140

Firefox Ghostery 204,772

Chrome uBlock Origin Lite 201,404

Firefox uBlock Origin
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Avast Secure Browser 12,859
Brave
Firefox | 164
Chrome Adblock Plus
Firefox Adblock Plus
Chrome Ghostery 22,711
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